POLICY: District employees, in the course of their duties, may have access to information contained in either public or personally identifiable records. Access to these records is authorized only on a “need-to-know” basis. Because of different laws, regulations and procedures that apply to different types of information, each administrator has the responsibility for the storage and release of information under their jurisdiction. All District employees have a responsibility to safeguard such data. Unauthorized access, misuse or dissemination of such data may result in disciplinary action.
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